
BIZHUB SECURE
OUR SERVICE FOR

YOUR PIECE OF MIND

Be secure - bizhub Secure 
Konica Minolta developed bizhub SECURE to provide customers with the resources they need to 
protect any document data and information that reside on the bizhub’s internal hard drive. After 
determining the customer’s specific needs, Konica Minolta configures several security features 
of the MFP in order to keep the data, documents and information related to the MFP secure. An 
individual bizhub SECURE certificate is issued to the customer confirming this protection.

At Quality Assured Office Machines your office’s security is never compromised. Where other 
vendors typically use bizhub secure as an added expense, we include it on all of our Konica 
Minolta devices. What does that mean to you? Guaranteed, government backed, data privacy.

63% of surveyed 
businesses experienced 

one or more print 
related data breach(s), 

what could this cost 
you? 

-InfoSecurity Magazine



Your Security is our Priority 
That is why we developed the bizhub SECURE Platinum Service – to provide you with the 
resource you need to lock down and protect any document data that might reside on the 
bizhub’s internal hard drive.

To secure and protect any document image data that might be present on the hard drive, the 
following security functions can be enabled:
• Hard Drive Encryption*
• Hard Drive Lock Password
• Automatic deletion of any temporary image data
• Data overwrite of electronic documents on a timed basis

As part of bizhub SECURE, several security options are available: 
•	 Change administrator password
•	 Enable HDD overwrite temporary data
•	 Use HDD encryption with individualized password

•	 Set HDD lock password

•	 Configure automatic deletion of jobs stored in user boxes


